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ESCOLA SUPERIOR DE TECNOLOGIA E GESTAO DE OLIVEIRA DO HOSPITAL (ESTGOH)
ANO LETIVO 2025/2026

MICROCREDENCIAGAO EM AUTOMAGAO, SEGURANGA E VIRTUALIZAGAO DE REDES

Nos termos do Despacho n.2 5051/2017, de 6 de junho, do Instituto Politécnico de Coimbra, faz-
se saber que estad aberto concurso de acesso ao curso de Microcredenciagdo em Automacao,
Seguranca e Virtualizacdo de Redes, o qual se rege pelas seguintes disposicoes:

1 - CondicOes de admissdo

Podem candidatar-se ao curso de Microcredenciacdo em Automacdo, Seguranca e Virtualizacdo
de Redes, titulares da escolaridade obrigatdria (122 ano ou equivalente).

Recomenda-se, contudo, a detencdo prévia de nogdes de redes informaticas, enderecamento IP
e configuracdo basica de dispositivos de comunicacao.

2 - Namero de vagas

Sob proposta da Presidente da Escola Superior de Tecnologia e Gestdo de Oliveira do Hospital
(ESTGOH), ouvido o respetivo Conselho Técnico-Cientifico, fixa-se o seguinte nimero de vagas
para ingresso: 27 vagas.

N.2 minimo de inscritos para funcionamento do curso: 15.

3 - Critérios de selecdo e de seriacdo dos candidatos

Os candidatos admitidos no concurso de acesso a Microcredenciacao serdo classificados pelo juri
tendo em atencdo os seguintes critérios:

- Cronoldgico: a seriagdo sera realizada através da data/hora da lacragem da candidatura, sendo
os candidatos colocados sucessivamente até ao numero limite de vagas.

4 - Normas e prazos de candidatura

4.1 - As candidaturas sdo efetuadas on-line, através do endereco https://inforestudante.ipc.pt/.
Os prazos de candidatura e matricula decorrem de acordo com o seguinte calendario:

Acao Prazos

Apresentacdo da candidatura Até 29 de janeiro de 2026

Validacdo das candidaturas pelos Servicos Até 30 de janeiro de 2026
Disponibilizacdo de lista de seriacdo provisoria 02 de fevereiro de 2026
Reclamacgdes 03 de fevereiro de 2026

Decisdo sobre reclamacdes / lista de seriacdo definitiva | 04 de fevereiro de 2026

Matricula e inscricdo de candidatos colocados De 05 a 06 de fevereiro de 2026
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As reclamacdes deverdo ser submetidas, no prazo indicado, na plataforma de gestdo académica —
Inforestudante, através de “requerimento para reclamacdo no ambito de uma candidatura”.
Eventuais reclamacdes realizadas por outra via ndo serdo objeto de andlise.

4.2 - No processo de candidatura devem ser anexados os seguintes documentos em suporte
digital, sob pena de ndo admissdo pelo Juri:

a) Digitalizacdo de documento comprovativo de identificacdo civil (bilhete de identidade,
cartdo de cidaddo ou passaporte com a devida autorizacdo do proprio para utilizagdo
exclusiva no ambito da candidatura (a ndo submissdo deste documento implica a apresenta¢do do
original nos Servigos Académicos da ESTGOH dentro do prazo da candidatura);

b) Digitalizacdo do NIF (NUmero de Identificacdo Fiscal com a devida autorizacdo do préprio
para utilizacdo exclusiva no ambito da candidatura (a n3o submissdo deste documento implica a
apresentac3o do original nos Servicos Académicos da ESTGOH dentro do prazo da candidatura);

c¢) Comprovativo de IBAN pessoal (a utilizar para a devolucdo dos montantes pagos no caso de ndo
abertura da Microcredenciacdo ou para pagamento da bolsa Impulso, se aplicavel);

d) Certificado de habilitacdes.

4.3 - A taxa de candidatura é criada no momento da formalizacdo da candidatura, devendo ser
regularizada através da referéncia bancaria gerada e disponibilizada na finalizacdo do processo de
candidatura.

4.4 - Andoapresentacdo, no prazo de candidatura, dos documentos exigidos, é motivo de exclusdo
do concurso.

5. Taxas e propina

5.1 — Montantes
Taxa de candidatura — 25,00€
Taxa de matricula/inscricdo — 25,00€
Propina para Estudantes da ESTGOH — 125,00€ (@

Propina para outros Estudantes — 150,00€ (@
@ 50% a pagar até 16 de fevereiro e os restantes 50% a pagar até 16 de marco de 2026.

5.2 - O ndo pagamento da taxa de candidatura até ao termo do prazo de apresentacdo de
candidaturas implica a caducidade da candidatura e inviabiliza a sua apreciacdo.

5.3 - O ndo funcionamento da Microcredenciacdo por decisdo do 6rgdo competente confere
direito a devolugdo da taxa de candidatura e, se aplicavel, do montante de propinas pago.

6. Bolsas

Os formandos que frequentem a Microcredenciacdo em Automacao, Seguranca e Virtualizacdo de
Redes podem beneficiar de uma Bolsa Impulso (apoio financeiro para comparticipacdo de
encargos com as propinas do curso).

Numero de bolsas a atribuir: 27.

Valor da bolsa: 150,00€; a bolsa serd paga no final do curso, mediante aproveitamento escolar.
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7. Conteldos programaticos

O plano de estudos e os respetivos conteldos programaticos constam do anexo |, tendo sido
aprovados pelo Conselho Técnico-Cientifico da ESTGOH na reunido n.2 217, de 7 de novembro de
2025.

8. Juri

O juri de selecdo, classificacdo e seriacdo dos candidatos é constituido pelos seguintes elementos:
=  Presidente: Doutor Luis Alberto Morais Veloso
=  Vogal: Doutor Gongcalo Miguel Santos Marques
=  Vogal: Doutor Nuno Miguel Gil Fonseca

9. Funcionamento do Curso

9.1 - Local de funcionamento: ESTGOH

9.2 — O curso tem a duracdo de 30 horas de contacto em regine b-learning e as aulas decorrerdo
a partir do dia 9 de fevereiro, em hordério e cronograma a definir oportunamente.

9.3 — A conclusdo da Microcredenciagdo, com aproveitamento, confere direito a emissdo de um
certificado de conclusdo (a requerer no Inforestudante mediante pagamento do emolumento
aplicavel).

9.4 — A avaliacdo em época normal decorrerd durante ou imediatamente apds a lecionacdo da
unidade curricular.

9.5 — Epoca de recurso e melhoria de nota: N3o aplicavel.

9.6 — Os métodos de avaliacdo da unidade curricular serdo definidos na respetiva ficha de edicdo.

10. Calendario Escolar

Periodo letivo (incluindo avaliacGes na época normal): de 9 de fevereiro a 31 de margo de 2026.

11. Creditagdo

Ndo aplicavel.

12. Duvidas e casos omissos

As duvidas de interpretacdo e os casos omissos serdo decididos pela Presidente da ESTGOH,
ouvido o Coordenador do Curso.

A Vice-Presidente da Escola Superior de Tecnologia e Gestdo de Oliveira do Hospital,

Assinado por: Paula Cristina Mendes dos Santos
Coelho
Num. de Identificacdo: 11058618

12026.01.09 15:04:23+00'Q0'
Paula CREHRE Righa@ea6¥ S 3ntos Coelho
(Ao abrigo da delegag¢do de competéncias prevista no Despacho n.2 4634/2025, de 3 de abril, publicado no Diario da
Republica n.2 74, 2.2 Série, de 15 de abril)
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Anexo | — Plano de estudos e conteddos programaticos

Plano de estudos

Unidade Médulos Horas de Horas de contacto ECTS
Curricular trabalho (presenciais)
1. Conceitos de Encaminhamento e OSPFv2 2,5TP
2. Configuracdo e Verificagdo de Encaminhamento Dinamico 2,5TP
3. Fundamentos de Seguranca de Redes 2,5TP
4. Controlo de Acesso e Filtragem de Trafego 2,5TP
5. Implementacdo de Politicas de Acesso IPv4 2,5TP
Automacao, 6. Network Address Translation (NAT) 2,5TP
Seguranga e
) . 81 3
Virtualizacdo » . S
7. Conectividade Empresarial, VPN e Comunicacdo Segura 2,5TP
de Redes
8. Qualidade de Servigo (Q0S) e Gestdo de Trafego 2,5TP
9. Gestdo e Monitorizagdo de Equipamentos e Servicos 2,5TP
10. Desenho e Escalabilidade de Redes Empresariais 2,5TP
11. Virtualizagdo e Software Defined Networking (SDN) 2,5TP
12. Automacdo de Redes e Gestdo Centralizada 2,5TP
Total 81h 30h 3

Conteldos programaticos por médulos

Moddulo 1 — Conceitos de Encaminhamento e OSPFv2
= Conceito de encaminhamento dinamico.
= Estrutura e funcionamento de protocolos de encaminhamento.
= Funcionamento do OSPF em redes ponto-a-ponto e multiacesso.
= Tipos de pacotes e estabelecimento de vizinhancga.
Médulo 2 — Configuracdo e Verificagdo de Encaminhamento Dindmico
= Configuracdo de redes com OSPFv2.
= Propagacdo de rotas e definicdo de identificadores.
= Verificagdo de tabelas de encaminhamento e resolucdo de falhas.
Médulo 3 — Fundamentos de Seguranga de Redes
= Conceitos de ameacas, vulnerabilidades e ataques.
= Vetores de ataque e boas praticas de mitigacdo.
= Tipos de malware e riscos de seguranca em redes.
= Principios de autenticacdo, integridade e confidencialidade.
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Médulo 4 — Controlo de Acesso e Filtragem de Trafego

Objetivos e aplicacdo de politicas de acesso.
Funcionamento e tipos de ACL (standard e extended) e mascaras wildcard.
Boas praticas de criacdo e manutencdo de politicas de acesso.

Moédulo 5 — Implementagado de Politicas de Acesso IPv4

Configuracdo e edicdo de ACLs em dispositivos de rede.
Filtragem de trafego e controlo de acessos administrativos.
Utilizagcdo de ACLs para mitigacdo de ameacas.

Modulo 6 — Network Address Translation (NAT)

Conceito e finalidade da traducdo de enderecos.

Tipos de NAT: estatica, dindmica e overload (PAT).

Implementacdo pratica e verificacdo de funcionamento.

Transicdo entre IPv4 e IPv6 (NAT64).

Médulo 7 — Conectividade Empresarial, VPN e Comunicacdo Segura

Conceitos de redes de longa distancia (WAN) e conectividade empresarial.

Tipos de ligacdes WAN (tradicional, moderna e baseada em Internet).
Virtual Private Networks (VPN): fundamentos e aplicagGes.

Estrutura de uma comunicacdo segura (IPsec).

Médulo 8 — Qualidade de Servigo (QoS) e Gestdo de Trafego

Conceito de QoS e sua importancia nas redes modernas.

Tipos de trafego (voz, video, dados) e requisitos minimos.

Algoritmos de escalonamento e priorizacao.

Técnicas de implementacdo de QoS.

Médulo 9 — Gestdo e Monitorizacdo de Equipamentos e Servicos

Descoberta de dispositivos na rede.

Protocolos de monitorizacdo e gestdo (LLDP, NTP, SNMP, Syslog).
Registo e analise de eventos.

Copias de seguranca e atualizacdo de software de rede.

Moédulo 10 — Desenho e Escalabilidade de Redes Empresariais

Principios de desenho de redes escalaveis.
Hierarquizacdo, redundancia e convergéncia de servicos.
Equipamentos e topologias em redes de média dimensdo.

Modulo 11 - Virtualizagdo e Software Defined Networking (SDN)

Conceitos de virtualizacdo e computacdo em nuvem.

Virtualizacdo de dispositivos e servicos de rede.

Fundamentos de Software Defined Networking (SDN).

Arguiteturas baseadas em controladores e separacao de planos de rede.

Médulo 12 — Automagdo de Redes e Gestao Centralizada

Conceito e beneficios da automacdo de redes.

Comunicacdo entre sistemas: APIs e formatos de dados (JSON, XML, YAML).
Ferramentas de gestdo de configuracdo (Ansible, Chef, Puppet, SaltStack).
Gestdo de redes baseada em politicas centralizadas.
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